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WENZHOU-KEAN UNIVERSITY

Job Description - Network and Information Security

Administrator

Department: Information Services Center Report to: Head of Department

Responsibilities:

1. Responsible for campus information security management.

2. According to the requirements, rectify and reform campus information security.

3. Responsible for the security part of campus information construction.

4. Monitor key network equipment, network port, network physical circuit and prevent
Hackers. Report Information Security Incident.

5. Supervising and analyzing information technology audit information.

6. Information technology security equipment maintenance

7. Execute the security policy from Information center..

8. Emergency handling and reporting of major cyber security incidents, etc.

9. Complete other tasks assigned by the school.

10. Concurrently serve as campus network management.

11. Cooperate with campus network construction.

12. Responsible for configuring network parameters, strictly controlling network user
access rights, and maintaining network security and normal operation.

13. Monitor key network equipment, network ports, and network physical lines to
prevent hackers from intruding.

Required Qualification:

1. Master or above, in Computer Science or related major.

2. Ability to work overtime and complete tasks in a high-intensity work environment.
3. Responsibility, Serious. Good at communication. Organizational skills and teamwork
spirit.

4. CET 6 (IELTS 5.5 or TOEFL 59) or above, with strong written and oral skills in both
Chinese and English.

Preferred Qualification:

1. overseas education background and relevant working experience preferred.

2. Possess relevant certificates of network security certification, CISSP holders are
preferred.

3. Intermediate or above certificates in computer software and network related
majors are preferred.

4. CCNP, HCNE, H3CNE (or other authorized certification) or above qualification
preferred.

5. Familiar with university information security management.

6. Familiar with university information network management.



